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Office of the Secretary of Defense § 240.5 

(5) Is accredited by a nationally rec-
ognized accrediting agency or associa-
tion, or if not so accredited, is an insti-
tution that has been granted 
preaccreditation status by such an 
agency or association that has been 
recognized by the Secretary of Edu-
cation for the granting of 
preaccreditation status, and the Sec-
retary has determined that there is 
satisfactory assurance that the institu-
tion will meet the accreditation stand-
ards of such an agency or association 
within a reasonable time. 

Partner University. A CAE that has 
joined in academic partnership with 
the NDU IRMC to award master’s and 
doctoral degrees through the DoD 
IASP. 

Principal Investigator. The primary 
point of contact at each CAE, respon-
sible for publicizing the DoD IASP to 
potential recruitment students and 
working with students during the ap-
plication process. Principal investiga-
tors also serve as the primary contact 
for recruitment students and retention 
students who have transferred from the 
IRMC to a partner university. 

Recruitment Program. The portion of 
the DoD IASP available to qualified 
non-DoD students currently enrolled or 
accepted for enrollment at a des-
ignated CAE. 

Recruitment Students. Non-DoD stu-
dents currently enrolled at a des-
ignated CAE who are active partici-
pants in the DoD IASP recruitment 
program. 

Retention Program. The portion of the 
DoD IASP available to full-time, active 
duty Service personnel and permanent 
civilian employees of the DoD Compo-
nents. 

Retention Students. Full-time active 
duty Service personnel and permanent 
civilian employees of the DoD Compo-
nents who are active participants in 
the DoD IASP retention program. 

§ 240.4 Policy. 
It is DoD policy that: 
(a) The Department of Defense shall 

recruit, develop, and retain a highly 
skilled cadre of professionals to sup-
port the critical IA and information 
technology (IT) management, tech-
nical, digital and multimedia forensics, 
cyber, and infrastructure protection 

functions required for a secure net-
work-centric environment. 

(b) The DoD IASP shall be used to at-
tract new entrants to the DoD IA and 
IT workforce and to retain current IA 
and IT personnel necessary to support 
the DoD’s diverse warfighting, busi-
ness, intelligence, and enterprise infor-
mation infrastructure requirements. 

(c) The academic disciplines, with 
concentrations in IA eligible for IASP 
support include, but are not limited to: 
biometrics, business management or 
administration, computer crime inves-
tigations, computer engineering, com-
puter programming, computer science, 
computer systems analysis, cyber oper-
ations, cybersecurity, database admin-
istration, data management, digital 
and multimedia forensics, electrical 
engineering, electronics engineering, 
information security (assurance), in-
formation systems, mathematics, net-
work management/operations, software 
engineering, and other similar dis-
ciplines as approved by DoD Chief In-
formation Officer (DoD CIO). 

(d) Subject to availability of funds, 
the DoD may provide grants to institu-
tions of higher education for faculty, 
curriculum, and infrastructure devel-
opment and academic research to sup-
port the DoD IA/IT critical areas of in-
terest. 

§ 240.5 Responsibilities. 
(a) The Department of Defense Chief 

Information Officer (DoD CIO) shall: 
(1) Establish overall policy and guid-

ance to conduct and administer the 
DoD IASP pursuant to Deputy Sec-
retary of Defense Memorandum, ‘‘Del-
egation of Authority and Assignment 
of Responsibility under section 922 of 
the Floyd D. Spence National Defense 
Authorization Act for Fiscal Year 
2001,’’ October 30, 2000. 

(2) Develop an annual budget rec-
ommendation to administer the DoD 
IASP and provide academic scholar-
ships and grants in accordance with 10 
U.S.C. 2200 and 7045. 

(3) Oversee program administration 
and execution by the Director, Na-
tional Security Agency (DIRNSA). 

(4) Chair the DoD IASP Steering 
Committee, established pursuant to 
DoD Instruction 5105.18, to oversee and 
provide program direction over: 
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